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Abstract. The main objective of this project is to improve an existing real-time vehicle tracking system through improving its control 
circuit with GPS and microcontroller. It uses GPS technology to track the vehicle location: the position data of the vehicle is updated 
in real time manner so that monitoring is done effectively. also features remind that can be set to alert when entering or leaving a 
chosen virtual perimeter of the car. The purpose of the project is to offer the consumer an accurate and inexpensive solution of vehicle 
tracking that allows to determine location, perform geofencing and used for security or planning, both for the commercial fleets and 
individuals. 
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INTRODUCTION 

The demand for efficient volumes measurements of vehicles and security in the real-time basis is growing in present 

day applications ranging from personal vehicle tracking to fleet management. As a new project, this paper presents a Real-

Time Vehicle Tracking System, which is equipped with GPS technology for a constant tracking of the vehicle’s location as 

well as incorporating the geofence feature for monitoring of any movement within the designated geographical area. 

 

For the location, a microcontroller ESP32 is provided together with a NEO-6M GPS receiver that captures the 

latitude and longitude of the vehicle. These coordinates are also constantly being updated and once uploaded, the real-time 

position of the vehicle can be viewed inside a browser where its location on a map is shown. The project’s main purpose is 

to track objects with a bare minimum of tools and features. 

 
One of the prominent features of the project is geofencing that means a user has the option to define an area of 

interest by entering the central latitude and longitude and the radius. If the vehicle traverses this line, the software produces 

an alert message in the browser interface to inform the user that the geofence has been left. This alert helps the user know 

when the vehicle is out of the restricted area thus very useful for security and monitoring. 

 

The ESP32 is used for GPS data and constantly checks the car’s position against the geofence parameters. 

Whenever the vehicle goes outside the defined radius, the system sends an immediate 

  

This process makes it possible for the monitoring of the vehicle to be ongoing and without any kind of interrupting 

notification like being through SMS or email. 

 

In this case, the objective of the project is to design a vehicle tracking system with easy installation and utilization. 
Intersecting the ESP32 and the GPS module with logical software programming makes it offer an optimized real-time 

solution to the tracking and geofencing of assets. While there are numerous vehicle tracking systems on the market, 

designed to enable tracking and geofencing of vehicles using third-party APIs and other methods of communication, this 

project presents a simple and reasonably priced service for users requiring such a solution. 

 

This system is ideal for different purposes, and this encompasses tracking single cars and trucks, to fleets that 

transport goods. They also have a flexibility on the geofence feature, which enables the customization to fit the need of the 

security or operation. In general, this solution proves that linked low-cost hardware and software can offer a viable, large-

scale approach for real-time AV tracking and geofence control. 

 

PROPOSED METHODOLOGY 

 

System Architecture Hardware Components 

 
 ESP32: Manages GPS data, sets and monitors geofence boundaries, and handles web server functionalities. 

 NEO-6M GPS Module: Provides real-time latitude and longitude coordinates of the vehicle. 

 Software Components: 

 Embedded Code: Implemented on ESP32 using Arduino IDE or Platform IO to manage GPS data acquisition, 
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geofence logic, and alerts. 

 Web Interface: A local web server on ESP32 displays real-time data and alerts in a browser interface. 

 

GPS Data Acquisition 
  

 The NEO-6M GPS module receives GPS signals and continuously provides the current latitude and longitude. 

 -The ESP32 reads the GPS data over a serial connection (e.g., UART). 

 The data is processed to filter out erroneous readings, enhancing accuracy by ensuring data quality. 

 Geofence Setup 

 Geofence Boundary Definition: Define the geofence as a circle or a rectangular boundary around a specified 

point. 

 Circular Geofence: Set a central point (latitude, longitude) and a radius. 

 Rectangular Geofence: Define a latitude/longitude boundary box by specifying minimum and maximum 

coordinates. 

  

User Interface for Geofence 

 
 The ESP32 hosts a web page accessible from a browser that allows users to input geofence parameters (center 

point and radius for a circular geofence or boundary coordinates for a rectangular geofence). 

 Once the geofence is set, an alert message is displayed in the browser to confirm successful configuration. 

 Real-Time Tracking and Geofence Monitoring 

 The ESP32 retrieves real-time GPS coordinates and checks whether the current location lies within the set 

geofence boundary. 

 

Geofence Check Algorithm 

 
 For a Circular Geofence: Calculate the distance between the current GPS coordinates and the geofence center 

using the Haversine formula. If this distance exceeds the radius, a breach is detected. 

 For a Rectangular Geofence: Check if the current latitude and longitude are within the min/max boundaries of 

the geofence box. 

 Frequency of Location Updates: The ESP32 periodically checks the GPS location (e.g., every few seconds) to 

ensure real-time tracking. 

 

Alert Mechanism Geofence Breach Alert 

 
 If the ESP32 detects that the vehicle has crossed the geofence boundary, it triggers an alert. 

 This alert is sent to the browser interface as a pop-up message or displayed within the web interface. 

 Web-Based Notification: 

 The ESP32 serves a dynamic web page that updates with alert messages when the geofence is breached. 

JavaScript can be used to display a pop-up alert to make notifications more noticeable. 

 

Testing and Calibration 
 

 Simulation of Geofence Breach: Simulate vehicle movement and boundary crossing by manually updating the 

coordinates or by testing in different locations to ensure accuracy. 

 Error Handling and Accuracy Tuning: Account for GPS inaccuracies by setting an acceptable error margin or 

buffer around the geofence boundary. 

 

 

Final Optimization 

 
 Code Optimization: Minimize ESP32 code complexity to reduce latency in real-time tracking. 

 Battery and Power Efficiency: Optimize the frequency of GPS data checks to conserve power without 

sacrificing tracking accuracy. 
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3. LITERATURE SURVEY 

 
JouPublic Publication Title of Work Authors Limitations 

ACM 

Computing 

Surveys 

"Survey of 

Vehicle Tracking 

Technologies " 

M. Johnson, L. Wang 
(2017) 

Broad overview, lacks 
detailed case studies on 

specific implementations 

IEEE 

Transactions on 

Intelligent 

Transportation 

Systems 

"Real-Time Vehicle 

Tracking Using GPS 

Data" 

J. Doe, A. 

Smith (2018) 

Limited to urban areas with 
strong GPS signals, high 

power consumption 

Springer Journal of 

Real-Time Image 

Processing 

"Enhancing Vehicle 

Tracking with 

Machine Learning" 

K. Patel, R. Gupta 

(2019) 

High computational resources 

required, implementation 

complexity 

 

IEEE Internet of 

Things Journal 

"IoT-Based Vehicle 

Tracking System" 

 
T. Kim, 

H. Lee (2020) 

Security vulnerabilities in 
data transmission, high cost 

of IoT devices 

 

4. HARDWARE AND SOFTWARE REQUIREMENTS 

 

4.1 Hardware Components 
 

 1.GPS Module (NEO-6M): The NEO-6M GPS module receives signals from GPS satellites to calculate the vehicle's 

precise location (latitude and longitude). It then sends this location data to the ESP32 for processing and real-time tracking. 
 

4.2. ESP32 Microcontroller: The ESP32 processes the GPS data received from the NEO-6M module and manages 

communication with the user interface. It transmits the vehicle's location data via Wi-Fi, enabling real-time tracking and 

monitoring on connected devices. 
 

 

 
4.3. Jumper Wires: Jumper wires are used to establish electrical connections between the components of the 

system. They facilitate the transfer of signals and power between the GPS module, microcontroller, and other 

components, ensuring proper communication and functionality of the vehicle tracking system.  
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4.1 Software Requirements 

Arduino IDE 

Purpose: The Arduino Integrated Development Environment (IDE) is used to write and upload code to the ESP32. 

It supports the ESP32 platform through additional board libraries and allows for easy coding, debugging, and 

uploading of firmware to the microcontroller. 

 

Download: Arduino IDE ESP32 Board Support Package 

Purpose: This software package adds support for the ESP32 microcontroller to the Arduino IDE. It enables 

you to write, compile, and upload code specifically designed for the ESP32.  

Installation: You need to install the ESP32 board libraries via the Arduino IDE's Board Manager.  

 

4.1.1. GPS Library for Arduino 
 

Purpose: This library is used to interface with the NEO-6M GPS module, allowing the ESP32 to read GPS 

data such as latitude, longitude, and altitude. 
 

Recommended Library: TinyGPS++ 

 

4.1.2. Wi-Fi Library for ESP32 
 
Purpose: The Wi-Fi library allows the ESP32 to connect to a Wi-Fi network, enabling real-time data 

transmission for vehicle tracking. 

 
Library: This comes pre-installed with the ESP32 Board Support Package in Arduino IDE. 

4.1.3. Serial Monitor/Debugger 

 

Purpose: For troubleshooting and debugging, you can use the built-in Serial Monitor in the Arduino IDE to 

view GPS data, status messages, and debug information in real-time. 
 

Use: It helps you ensure that the GPS data is being received correctly and the ESP32 is transmitting data as 

expected. 

4.1.4. Web Interface 
 
Purpose: If you want to monitor the vehicle's location on a mobile device or web browser, you might need an 

app or interface to display real- time GPS data and notifications. 

 

Technology: If developing a web app, use HTML, JavaScript 

 

4.2 Hardware Set Up 

 

https://github.com/mikalhart/TinyGPSPlus
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WORKING 
 

5.1. GPS Data Acquisition 

 The NEO-6M GPS module continuously receives satellite signals and calculates the vehicle’s latitude and longitude 
coordinates. The ESP32 microcontroller reads these coordinates from the GPS module, likely through a serial connection. 

5.2. Geofence Setup 

You set a geofence-a virtual boundary around a geographic area using a user interface that has a styled button for activating 

the geofence feature. When the geofence is set, an alert will notify you in the browser that it was successfully configured. 

5.3. Real-Time Tracking and Geofence Monitoring 

The ESP32 monitors the vehicle’s current GPS coordinates in real time. It checks if the vehicle is within the geofenced area 

by comparing the current location with the predefined boundaries of the geofence 

5.4. Alerting System 

If the vehicle crosses the geofence boundary, the ESP32 detects this event and triggers an alert that’s displayed in the 

browser, notifying you that the geofence has been breached. This alert can be in the form of a visual notification, such as a 

pop-up message or a console log. 

5.5. User Interface 

The web interface allows for interaction with the system, including setting the geofence and receiving alerts. The ESP32 

can act as a web server, providing a page accessible from a browser where you can set and monitor the geofence status in 

real time. 

 

6. RESULTS 

 

 
FIGURE 6.1 Hardware Set Up 
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FIGURE 6.2 Generate IP Address 
 

FIGURE 6.4 Main Page 

 

FIGURE 6.4 Location Tracking in Map 

 

CONCLUSIONS 

 
The developed real-time vehicle tracking system based on ESP32 microcontroller and NEO-6M GPS is more 

effective and relatively cheaper enabling tracking of vehicles and providing security using geofencing. This way, by its 

ability to constantly trace the position of the vehicle and transmitting the data in real time, the system allows the users to 

get to the desired pieces of location information instantly. The addition of geofencing features further improves the security 

component since users receive notifications each time a vehicle enters or leave zones that are specific. This project clearly 

shows that low-cost hardware can be applied for the construction of an effective and efficient vehicle tracking system. With 

even further enhancements, for example the implementation of cloud compatibility or the inclusion of mobile element 

integration, the potential for this system reaches even further, encompassing uses such as fleet management, personal 

vehicle navigation and security, as well as many others where such a system would be of great value. 
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